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Cybersecurity Toolkit for
SME Owners

ACTION

Cybersecurity Toolkit for
 Employees
* IT Teams (coming soon)

Commercial
Products/Solutions
In partnership with industry

Cybersecurity Certification
for Enterprises
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Join us at our launch event




Mastercard Trust Centre @
singapore APEX

Business Summit

* The Mastercard Trust Center offers easy, centralized access to free and wide-ranging
. research, education, resources, and tools designed to help secure cyber ecosystems.

 Mastercard provides small and medium enterprises worldwide trusted and essential

(N cybersecurity solutions.
\ /’ CYBER

SAFE  Mastercard is one of the early partner for CSA’s SG Cyber Safe Partnership Program.

3 Pillars of collaboration to SG implement Cyber Safe Initiatives
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Trust without Boundaries Busmesssumm“:

Advocate for CSA’s Cyber Safe Partnership Programme
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awareness and adoption

Product/ Service
Launching soon: Authentication-as-a-Service for SMEs

Presented to

i-Sprint Innovations

EARLY PARTNER
SINGAPORE INTERNATIONAL
CYBER WEEK 2021
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Strong Cloud Unified
Authentication Services Management
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TECH Business Summit

Build a strong foundation based on cyber security and trust

Level up cyber security awareness and practices among businesses and individuals

Thought Leadership & Outreach Product/ Service
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CONNECT WITH TECH VENDORS DIGITALISE YOUR BUSINESS

Advocate for CSA’s SG Cyber Safe Partnership programme * Leverage SGTech’s TechMatch platform to find potential solution
Cyber Security 101 Webinar Series with Singapore Business partners to
Federation * enhance business capabilities through digital technology; or
Cyber Security 123 Guide for SMEs * tackle business problems that might require a digital solution
Partner IMDA on SMEs Go Digital Programme * TechMatch is a complimentary service for companies to connect
Outreach to Institutions of Higher Learning to groom future cyber with digital solutions providers

security talent




Responsible . Get your FREE Customized Immunity Report:
N&» Cyber e

singapore APEX.
] Business Summit
= |dentify your company's cyber exposures

= Highlight any real time cyber breachin your
company

100% Cyber Security does NOT Exist. Identify Treat
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When there's a system failure, a company might face a
direct loss of income. The system failure could be due to
many reasons such as criminal hacking, malicious inside :
o . : uantif
elements, and distributed denial of service (DDoS) attacks. Q y Transfer




